**Что такое мошенничество?**

 **Мошенничество** является одним из самых распространенных преступлений против собственности. Мошенничество это хищение чужого имущества или приобретение права на чужое имущество **путем обмана** или **злоупотребления доверием.**

Все виды мошенничества объединяют такие признаки, как хищение и способ - обман или злоупотребление доверием, независимо от того, в какой сфере общественных отношений совершаются эти преступления.

 **Обман** может состоять в сознательном сообщении (представлении) заведомо ложных, не соответствующих действительности сведений, либо в умолчании об истинных фактах, либо в умышленных действиях, направленных на введение владельца имущества или иного лица в заблуждение. **Злоупотребление доверием** заключается в использовании с корыстной целью доверительных отношений с владельцем имущества или иным лицом, уполномоченным принимать решения о передаче этого имущества третьим лицам. Злоупотребление доверием также имеет место в случаях принятия на себя лицом обязательств при заведомом отсутствии у него намерения их выполнить с целью безвозмездного обращения в свою пользу или в пользу третьих лиц чужого имущества, а также приобретения права на него.

**Каким способом можно сообщить о совершении мошенничества?**

**\*** **путем личного обращения в орган внутренних дел (дежурную часть) либо к уполномоченному сотруднику правоохранительного органа;**

**\* путем телефонного звонка на номера дежурной части органа внутренних дел «02», «102»;**

**\* через почтовые услуги;**

**\* через почтовый ящик территориального подразделения правоохранительного органа;**

**\* путем направления факсимильного сообщения;**

**\* через информационно-телекоммуникационную сеть «Интернет» на официальном сайте правоохранительного органа.**

**Какие основные способы совершения мошенничества регистрируются на территории Республики Хакасия?**

 **Во-первых**, **телефонные мошенничества**. Мобильным телефоном сейчас уже никого не удивишь. Многие из нас активно используют несколько SIM-карт для мобильного интернета и звонков, покупают разные номера для работы и личного общения. Современные технологии сегодня доступны и дошкольникам и старшему поколению, но с развитием технологий эволюционируют и способы мошенничества. Злоумышленники пришли в «Интернет» и стали использовать схемы хищений с помощью мобильного телефона.

 Одной из самых популярных схем телефонного мошенничества является **уведомление о выигрыше.** Каждому приятно получить подарок — внезапно почувствовать себя обладателем миллиона или дорогой машины. Если на телефон пришло SMS-сообщение о выигрыше, не спешите радоваться и звонить по телефону «для справок». Чаще всего мошенники выманивают деньги «победителя» под предлогом налога на выигрыш или предлагают активировать карты экспресс-оплаты и назвать оператору их коды.

 ***Предупреждение! Не поддаваясь на уловки злоумышленников необходимо уточнить информацию об акции на сайте организатора, где должны быть представлены все условия розыгрышей и способы связи с организаторами.***

 Не менее популярной схемой телефонного мошенничества является **«просьба о помощи».** В данном случае на сотовый телефон приходит сообщения с текстом «Мама, я попал в дорожно-транспортное происшествие, срочно отправь деньги. Потом объясняю» либо звонок от незнакомца с аналогичной просьбой.

 ***Предупреждение! Для начала необходимо успокоиться и связаться с родственником, в том числе набрав номер его сотового телефона. Ни в коем случае не переводить незнакомым людям деньги.***

 Другой схемой мошенничества является направление SMS-сообщения следующего содержания: «Ваша банковская карта заблокирована. По вопросам снятия блокировки обращайтесь по такому-то телефону», а дальше подпись: «Технический отдел банка», либо звонок с подобным содержанием разговора. В тот момент когда владелец банковской карты дозвонится по указанному в сообщении телефону, злоумышленники, представившись сотрудниками банка, сообщают о том, что произошел электронный сбой, и, чтобы банковскую карту разблокировать, просят сообщить её номер и пин-код. После этого легко снимают деньги со счета.

 ***Предупреждение! Никогда и никому не сообщайте номера банковских карт и пин-коды от них. Сотрудники банка не направляют сомнительные сообщения о блокировке счетов, а также не запрашивают в телефонном режиме информацию о номерах и пин-кодах карт. Для уточнения информации необходимо лично обратиться в отделение банковской организации.***

 **Во-вторых, под маской социального работника также нередко скрываются мошенники.** Представиться социальным работником один из самых распространенных способов мошенничества. Достаточно часто мошенникам хватает их красноречия, если же гражданин попадется более бдительный, то для него есть и поддельные документы. Завоевав доверие, злоумышленники под видом бумаг для оформления дополнительной пенсии отдают пожилым людям на подпись доверенность на право распоряжаться недвижимым имуществом. Довольно часто мошенники представляясь сотрудниками государственных структур и подразделений, отвечающих за социальное обеспечение лиц престарелого возраста, сообщают престарелым потерпевшим ложную информацию о действии псевдоблаготворительных федеральных программ, направленных на обеспечение льготной категории граждан медицинскими аппаратами, вводят их в заблуждение относительно стоимости предлагаемых аппаратов, необоснованно завышая ее, преднамеренно не сообщая о наличии противопоказаний и необходимости получения консультаций врачей перед их использованием.

 ***Предупреждение! Необходимо просмотреть документы, подтверждающие полномочие социального работника (работника государственного органа). Для уточнения информации о проводимой социальным работником работы необходимо позвонить в отделение социальной помощи по месту жительства.***

**Какое наказание предусмотрено Уголовным кодексом РФ за совершение мошенничества?**

 Вопросы осуществления проверок деятельности

Уголовная ответственность за совершение мошенничества определена в **ст. 159 Уголовного кодекса РФ.**

Также Уголовным кодексом РФ определены специальные составы данного вида преступления:

**ст. 159.1 - «мошенничество в сфере кредитования»;**

**ст. 159.2 - «мошенничество при получении выплат»;**

**ст. 159.3 - «мошенничество с использованием электронных средств платежа»;**

**ст. 159.5 – «мошенничество в сфере страхования»;**

**ст. 159.6 – «мошенничество в сфере компьютерной информации».**

Уголовным кодексом РФ за совершение мошенничества предусмотрено максимальное наказание вплоть до 10 лет лишения свободы со штрафом в размере до 1 млн. рублей или в размере заработной платы или иного дохода осужденного за период до 3 лет либо без такового.

Кроме того, по иску потерпевших с осужденных взыскивается ущерб, причиненный в результате противоправных действий.

**Для справки:**

**На территории Республики Хакасия в 2018 г. зарегистрировано 1073 мошенничества,**

 **за 9 мес. 2019 г. – 874.**

**Прокуратура Республики Хакасия:**

**г. Абакан, ул. Чертыгашева, д. 80**

**тел. 35-79-90**

**e-mail: info@prokrh.ru**

**сайт: www.prokrh.ru**
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